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OVERVIEW

In this multi-year project, OCIO and department IT staff
are working together to remove technical silos and clear
the path for unit-unit and unit-OCIO partnerships that
deliver shared IT services with bottom-line results.

In FY 15 we will:

* Complete the FY14 Identity Management
Synchronization rollout across campus (reduces the
number of user ids/passwords)

Consolidate the existing access systems (aka Active
Directory) across OCIO’s desktop support customers
Design common access systems that could be shared
by other colleges and VP areas at Ohio State.

RATIONALE

Partnering across organizational boundaries to co-invest
in IT systems and support services can reduce costs,
facilitate cross-disciplinary work, and position the
university to be more flexible and nimble in addressing
specialized research and teaching IT needs.

At OSU, our 100+ sign-on and access systems are
technical silos that make it very difficult for us to partner
on even basic IT systems and support. This project will
reduce “IT friction” for Interdisciplinary collaborations,
facilitate unit co-investments in common IT functions,
and position the university to better secure its
information resources without substantially increasing
costs.

This project isn’t optional, it is foundational. We must do
this in order to be flexible and nimble — able to adapt to
the dynamic and increasingly complex IT needs of faculty
researchers, staff and students. And we must do this to
be competitive — able to grow our IT capabilities without
exponential increases in general funds.

THE OHIO STATE UNIVERSITY

RESULTS
This project is complete when it has delivered the
following results:

Individuals (Synchronized Sign-on). Individuals will
have a single place to manage their password. They
will be able to use their OSU name.n and one
password to log into all IT systems on campus
(department, lab, classroom, library, etc.). This will
provide the foundation for improving the options for
accessing files, software, printers, etc.

Units (Ready for Shared IT Services). This project will
lay the foundation for departments, colleges, regional
campuses and other units to be able to share common
systems with each other and/or with OCIO. Benefits
include cost reduction, simplifying interdisciplinary
collaboration, and an easy to use password
management tool for Service Desks.

Units (Protect ourselves) — managing identities
enables units to partner with Enterprise Security to
better protect systems and data.

From a technical perspective, this multi-year project is
complete when:

Technical (OCIO) - All OCIO managed Active
Directories (AD) are consolidated into a single
directory where user accounts, computers, and other
resources have been migrated to it.

Technical (Units) — Existing local ADs are integrated
with the OCIO Identity Management System so that
end users login with their OSU name.n and a
synchronized password.

Technical (Units & OCIO) - Session with campus
partners and OCIO in FY 15 will produce a Roadmap
for future implementation of Active Directory,
Federation and Identity Management services.
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